
ID Federation Membership Fees & Roles 
 

An identity provider (IDP) creates, 
maintains and manages identify 
information, providing it to other 
service providers (such as a carrier or 
solution provider) within a Trust 
Framework federation such as SignOn 
Once. For example, an agent signs into 
the management system and is able to 
access multiple systems and websites 
under this one identity. The 
management system vendor is creating 
that identity. 
 
A relying party (RP) “trusts” the 
identity information passed from an 
identity provider, relying on the 
provider’s authentication for access to 
the provider’s systems and/or websites. 
For example, a carrier is considered a 
relying party when credentials are sent 
from an agent’s management system 
during a real-time policy inquiry. Rather 
than requiring the agent to enter a user 
ID and password, the carrier “trusts” 
the identity authentication from the 
management system and does not ask 
for additional passwords. 

Member Roles 


